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********************* End of 1st change *************************
********************* Start of 2nd change *************************
8.aa
Evaluation of Interworking security data transport solutions

Interworking security data solutions include solution #7.6 Interworking security data management using MCData SDS when security data is home to non-3GPP system (clause 7.8.6), and solution #7.7 Interworking security data management using SIP MESSAGE message when security data is home to non-3GPP system (clause 7.8.7).

Solution #7.6 reuses the existing MCData architecture where the non-3GPP security data is carried in the MCData payload.  Solution #7.7 uses the SIP MESSAGE message (InterSD) to carry the non-3GPP security data.

Both solutions #7.6 and #7.7 meet the requirements for transparent and protected delivery of interworking end-to-end key management messages between a non-3GPP system and 3GPP interworking MC UEs in the 3GPP system equally.

Based on interworking architectural decisions made in SA6, the solution selected as the interworking security data transport mechanism is based on solution #7.7.  Details of this mechanism are defined in 23.283 [aa].

********************* End of 2nd change *************************
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